
DESPITE THE BEST EFFORTS of soft-
ware acquisition professionals,
and the increased commitment

of maturing acquisition organizations to
deliver promised software capabilities,
large software-intensive systems frequent-
ly do not meet the cost, schedule, and
performance objectives of the acquiring
organization and end user. As many as
75% of all large-scale, custom software-
intensive systems fail [1]. The primary
reason is immature management practices
[2].  

Given this poor record, and an
increasing demand on software capabili-
ties, how do software acquirers reduce
this risk? One approach is to choose a
contractor mature enough to manage the
software project; a technique to aid in
this choice is using a contractor capability
evaluation during source selection. Such
evaluations provide acquirers with infor-
mation to discriminate among contrac-
tors by assessing their ability to deliver
such systems within cost, schedule, and
performance objectives. The evaluation
results can reduce the risks by helping the
acquirer identify weaknesses in a develop-
er’s software development process before
hiring them.

Purpose of Contractor

Capability Evaluations
Contractor capability evaluations are for-
mal, systematic methods that employ
defined models for assessing a contractor’s
software development process. These

methods are used to identify strengths,
weaknesses, and risks related to a contrac-
tor’s defined or proposed software
process. They also can be used to com-
pare a contractor’s defined or proposed
software process with its actual software
process in use on a given program.

Formal evaluations are performed by
an external organization and the acquisi-
tion organization receives feedback on the
evaluation. When an evaluation is done
during source selection, evaluation results
are a key discriminator to decision mak-
ers and increase the likelihood of select-
ing a contractor capable of developing the
required software within program con-
straints. An acquirer also can use formal
evaluations to identify risks inherent in
the contractor’s approach and to facilitate
managing these risks beginning at con-
tract award.

Success of contractor capability eval-
uations during a source selection assumes
an evaluation of the contractor’s process,
commitment to using the process on the
proposed project as evidenced in contrac-
tually binding documents like the
Integrated Master Plan (IMP), and incen-
tives for following and improving the
proposed process during contract execu-
tion. Evaluation and commitment are
determined during the source selection,
and the incentive is generated by encour-
agement from the acquirer’s leadership
during contract execution and the appro-
priate use of award fee. 

Capability Evaluations 

and Acquisition Reform
With the advent of the acquisition reform

“lightning bolts” [3], the Department of
Defense (DoD) significantly increased its
emphasis on risk management, early
communication with project bidders, and
use of past performance in source selec-
tion, while substantially reducing the
scope of contractual requirements and
oversight on new programs. This reduc-
tion in oversight heightens the impor-
tance of selecting a contractor capable of
reaching cost, schedule, and performance
objectives and following a well-defined
process while meeting these objectives.
As evidenced in DoD 5000.2-R, para-
graph 4.3.5.5 [4], selection of a contrac-
tor with “a demonstrable, mature soft-
ware development capability and process”
is mandatory on all major defense acqui-
sition programs.  

Capability evaluations are consistent
with the objectives of acquisition reform.
Evaluation results provide early software
development risk identification, thereby
supporting the role of risk management
in acquisition decisions. The evaluation
process establishes a beneficial communi-
cation with the contractors’ software
organizations, beginning with the early
phases of the acquisition, and supports
the use of contractor-defined or commer-
cial processes in lieu of contractually dic-
tated standards and processes. Finally,
capability evaluations request evidence of
past use of proposed processes, support-
ing assessment of past performance.

Primary Capability 

Evaluation Techniques
The Software Development Capability
Evaluation (SDCE) and the Software
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One aspect of software development risk is the development contractor’s ability to deliver software with-
in specified goals. One approach to mitigating this risk is to select the development contractor with the
strongest software development capabilities. This paper will present and compare two methods used at
Space and Missile Systems Center (SMC) and the National Reconnaissance Office (NRO) during source
selection to evaluate a contractor’s software development capability with the goal of selecting a mature
software development contractor.
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The Software Capability Evaluation and Software
Capability Maturity Model (SW-CMM) are service
marks of Carnegie Mellon University.
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Capability EvaluationSM (SCE) are two
alternative, formal methods that the
SMC and NRO predominantly use to
evaluate the software development capa-
bility of contractors. The SDCE is the
primary evaluation method in use at
SMC; the SCE is used by the NRO and
other government organizations.

The Software Development
Capability Evaluation
Developed solely for use during source
selections, the SDCE was created in 1993
by an Air Force Materiel Command
(AFMC) Process Action Team (PAT),
which included participants from govern-
ment, industry, and Federally Funded
Research and Development Centers
(FFRDCs). The SDCE is based on the
Software Development Capability/
Capacity Review (SDC/CR), developed
by Aeronautical Systems Center, and on
early versions of the SCE. The method is
documented in AFMC pamphlet 63-103,
“Software Development Capability
Evaluation” [5] and discussed in
“Software Development Capability
Evaluation: An Integrated Systems and
Software Approach” [6]. Guidelines for
application of the SDCE, based on les-
sons learned and technology updates, are
documented in Aerospace Technical
Report TR-98(8550)-1 [7]. 

Acquisition philosophy recommends
using capability evaluations to reduce
software development risk; the SDCE
supports this philosophy by enabling
acquirers to consistently evaluate software
development contractors for proven
plans, processes, methods, and tools.

First, the proposed development
approach is assessed by evaluating a con-
tractor’s written SDCE responses against
the documented SDCE criteria. These
responses are cross-checked with other
portions of the proposal to determine
consistency. The contractor’s commit-
ment to follow the proposed approach
also is assessed by comparing material in
the SDCE responses with the wording
contained in any contractually binding
documents. Examples of these documents
include the Software Development Plan,
IMP, and Work Breakdown Structure.
Lastly, using experiential evidence sup-
plied by the contractor, the evaluation
weighs a contractor’s past experience
against its proposed approach; if the con-
tractor proffers a new approach, an analy-
sis of the rationale supplied for that
approach is performed.

Figure 1 illustrates the SDCE

process. Planning for the evaluation is
critical and includes tailoring the SDCE
model and process for an individual
acquisition. The tailored set of questions
and criteria, and instructions for complet-
ing the SDCE, are developed and incor-
porated into the request for proposal
(RFP). The contractors provide their
responses and evidence of past perform-
ance for the acquisition team to review.
Deficiencies are documented in evalua-
tion notices (ENs) and provided to the
contractor. Strengths, weaknesses, and
risks are established and integrated into
the source selection. The SDCE results
for the selected contractor can be used as
a basis for starting a risk management
effort after the contract is awarded.

The Software Capability Evaluation
The Software Engineering Institute (SEI)
developed the SCE to support source
selections in major government acquisi-
tions of software-intensive systems. The
method was originally documented in A
Method for Assessing the Software
Engineering Capability of Contractors [8].
It was publicly baselined in SCE Version
1.5 Method Description [9] and the cur-
rent version is documented in SCE
Version 3.0 Method Description [10]. 

The SCE’s purpose is to provide
results that support senior management
decision making. These results can be
used as a discriminator to select contrac-
tors during a formal source selection, and
to help assess process growth during con-
tract monitoring. The SCE process sup-
ports a disciplined process improvement
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Figure 1. The SDCE process.
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Figure 2. The SCE process.
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program within the development organi-
zation. Results are obtained relative to the
Capability Maturity Model for Software
(SW-CMMSM) [11]. The SW-CMM is a
public reference model used by software
development organizations worldwide to
improve their software processes. The
SCE process uses the SW-CMM to iden-
tify the strengths, weaknesses, and risks of
an organization’s existing software devel-
opment process.  

Figure 2 depicts the SCE process. As
with the SDCE process, planning is criti-
cal to the success of the evaluation. The
pre-evaluation activities include tailoring
the SCE to meet the needs of the acquisi-
tion and defining the scope of the evalua-
tion and on-site activities. On-site visits
are mandatory for the SCE process and
the information acquired during these
visits is analyzed to determine the find-
ings that are incorporated into the source
selection.  

Comparing SDCE 

and SCE Techniques
The SDCE and SCE methods have been
used to evaluate a contractor’s ability to
develop software-intensive systems. They
gather information using a defined model
and use evidence from existing projects to
establish capability. Results are developed
in terms of strengths, weaknesses, and
risks, and both have a defined process for
integrating these results into a source
selection.  

The differences in origin, focus, and
use are shown in Figure 3. The key differ-
ence in this table is that the SDCE is
focused on assessing the proposed process
for a specific software-intensive project —

the one under bid. The SCE focuses on
assessing the processes used by the organ-
ization bidding on the contract, on simi-
lar projects under way or recently com-
pleted.

Differences in preparation and
implementation are shown in Figure 4.
The chief distinctions are the use of site
visits and the basis for establishing find-
ings. The SDCE primarily evaluates the
contractor’s written answers to a tailored
questionnaire and the documentation
supporting the answers. Site visits are
optional and performed, as necessary, to
clarify contractor responses. To date, site
visits have been done on less than half of
the SDCEs for SMC. The SCE requires
doing the evaluation at the contractor’s
site. At the site visit, documentation from
the projects selected for evaluation, orga-
nizational process documentation, and
interviews of project personnel are used
to establish findings.

Another marked difference between

the SDCE and SCE, as shown in Figure
4, is in the basis for assessing a contrac-
tor’s software development process.
Although both the SDCE and SCE eval-
uate the existence and use of processes,
the SDCE requires evaluators to deter-
mine of the quality of the processes as
well. The SCE uses the premise that a
well-defined and measured process is self-
correcting and that as long as there is suf-
ficient insight into the results of the
process, the contractor is able to deter-
mine quality and correct for deficiencies.  

Differences in Model Coverage
The SDCE model includes questions on
the contractor’s use of a system/software
engineering environment (S/SEE) and in
technology areas such as artificial intelli-
gence, distributed processing, and object-
oriented techniques. When using these
areas of the model, the evaluation team
must include members with expertise in
the selected technologies to determine the
quality of the proposed process. The SCE
uses the SW-CMM as its model, which
does not include specific technology
areas.

The SDCE model contains an area
focused on systems engineering process;
the SCE’s model includes inter-group
coordination with systems engineering
and software engineering, but does not
have process areas specifically for the sys-
tems engineering process. 

As shown in Figure 5, both methods
encourage tailoring their respective mod-
els and evaluation processes for a specific
acquisition. The SCE method includes

Software Acquisition

SDCE SCE

Origin AFMC PAT, including
Air Force, industry,
and FFRDCs (SEI,
Aerospace, MITRE)

SEI with DoD
sponsorship and
government and
industry review

Focus Specific software-
intensive project

Organizational software
process capabilities

Intended use Source selection Source selection and
contract monitoring

Primary users SMC, NRO, and ASC Government,
commercial,
international

Figure 3. Differences: Origin, focus, and use.
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Essay with
supporting data

Yes / No; comment
required for “Yes”

Site visit Optional;
no defined process

Mandatory;
well-defined process

Results
established by

Questionnaire
responses and
optional site visits

Site visits; not from
questionnaire
responses

Assessment
basis

Process existence,
use, and quality

Process existence
and use only

Figure 4. Differences: Preparation and implementation.
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extensive guidelines for tailoring out
(removing) model components and mod-
ifying the evaluation process, which
requires documenting risks the evaluation
team assumes with each tailoring deci-
sion. Although the SDCE does not have
specific tailoring guidelines, the planning
process necessitates tailoring the question-
naire to focus on the project risks. 

While the SDCE and SCE methods
differ in several key areas, they are both
powerful tools that have been used suc-
cessfully to discriminate between contrac-
tors based upon their software develop-
ment capabilities.

Summary
In the source selection environment, con-
tractor capability evaluations can assist in
identifying the contractor with the best
software capability and experience. They
facilitate software risk identification early
in a program’s life cycle and provide an
in-depth look at potential high-risk areas.
The acquirer’s use of these methods high-
lights to the developers the importance of
using mature software development
processes on the projects they bid and
encourages them to develop good
processes early in the program.  

Contractor capability evaluation is an
important activity at SMC and NRO.
The SDCE is the primary evaluation
method used at SMC, while the SCE is
popular with industry and is the primary
method used by other government organ-
izations.

While contractor capability evalua-
tions are recognized as an acquisition best

practice and are of immense value when
acquiring a software-intensive system, a
high-quality evaluation is resource- and
time-intensive for the government and
the contractor, and should be used with
discretion. ◆
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